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CHAPTER 1
Introduction

This document is intended to guide administrators through the steps for Oracle ESSO-PG and Luna HSM integration, and also covers the necessary information to install, configure and integrate Oracle ESSO-PG with SafeNet Luna Hardware Security Modules (HSMs).

The Luna HSMs integrates with the Oracle ESSO-PG to provide significant performance improvements by off-loading cryptographic operations from the Server to the Luna HSMs. In addition, the Luna HSMs provides extra security by protecting the private keys within a FIPS 140-2 certified hardware security module.

Understanding the ORACLE ESSO-PG

Oracle Enterprise Single Sign-on Provisioning Gateway (ESSO-PG) enables an administrator to automatically provision ESSO-LM with a user’s ID and password by using a provisioning system.

An administrator is able to add, modify, and delete IDs and passwords for particular applications within the provisioning system and have the changes reflected in ESSO-LM. From the provisioning system, an administrator can delete all usernames and passwords inside of ESSO-LM so that a user’s access to all protected applications is eliminated.

Scope

This guide provides instructions for setting up a small test lab with Oracle ESSO-PG running with Luna HSM for securing the SSL private keys. It explains how to install and configure the software that is required for setting up a SSL on Oracle ESSO-PG while storing private key on Luna HSM.

This guide is intended for experienced administrators responsible for the planning, implementation, and deployment of ESSO-PG. Administrators are expected to understand single sign-on concepts and be familiar with Internet Information Services, Windows Registry settings, and the ESSO-LM Administrative Console. Persons completing the installation and configuration procedure should also be familiar with their company’s system standards.

3rd Party Application Details

- Oracle ESSO Provisioning Gateway 11.1.2.1.0

You can download the ESSO-PG Software’s from Oracle Support site:

Supported Platforms

The following platforms are supported for Luna HSM:
Operating System | SafeNet Luna HSM | Oracle ESSO-PG
---|---|---
Windows Server 2008 R2 | Luna SA v4.4.3 | 11.1.2.1.0

**HSM and Firmware Support**

We did this integration with the following:
Luna SA f/w 4.8.1 with Luna Client s/w v4.4.1 (64 bit)

**Prerequisites**

**Luna SA Setup**

Please refer to the Luna SA documentation for installation steps and details regarding configuring and setting up the box on Windows operating systems. Before you get started ensure the following:

- Luna SA appliance and a secure admin password
- Luna SA, and a hostname, suitable for your network
- Luna SA network parameters are set to work with your network
- Initialized the HSM on the Luna SA appliance.
- Created and exchanged certificates between the Luna SA and your Client system.
- Created a partition on the HSM, remember the partition password that will be later used by Oracle ESSO-PG.
- Register the Client with the partition. And run the "vtl verify" command on the client system to display a partition from Luna SA. The general form of command is “C:\Program Files\LunaSA\vtl verify” for Windows.
- Enabled Partition "Activation" and "Auto Activation" (Partition policy settings 22 and 23 (applies to Luna SA with Trusted Path Authentication [which is FIPS 140-2 level 3] only).

**Oracle ESSO-PG Setup**

You should familiarize yourself with Oracle ESSO-PG. Refer to the Oracle documentation for more information to install and pre-installation requirements.

ESSO-PG is installed as an add-on component to Oracle Enterprise Single Sign-on (ESSO-LM). ESSO-LM must be installed prior to installing ESSO-PG. ESSO-LM automatically recognizes ESSO-PG when it is installed.

This guide will use to setup small lab for testing purposes that uses the following:

- Windows machine, which will become a Domain Controller and Certification Authority.

**NOTE:** We can install the domain controller and CA on different machines depends upon the requirement. For testing purpose we installed the Domain
Controller and CA on same machine.

Before you install

- KSP must be installed in a separate step following completion of the main Luna SA Client software installation.
- Traverse to C:\Program Files\SafeNet
- Run the KspConfig.exe (KSP configuration wizard).
• Double click **Register or View Security Library** on the left side of the pane.

![Image of the SafeNet Inc Key Storage Provider, Config Wizard window]

• Browse the library

  `C:\Program Files\LunaSA\cryptoki.dll`

  Now click **Register**.
On successful registration you will receive a message as **Success registering the security library**.
• Double click **Register HSM Slots** on the left side of the pane.

![Register HSM Slots](image)

• Enter the Slot (Partition) password.
• Click on **Register Slot** to register the slot for Domain\User. On successful registration you will receive a message “The slot was successfully and securely registered”.

• You need to register the slot for NT_AUTHORITY\SYSTEM.
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Setting up Luna with Oracle ESSO-PG

To set up Luna HSM for Oracle ESSO-PG, kindly perform the following steps:

Setting up Luna SA for Active Directory Certificate Services

To set up Luna SA for Active Directory Certificate Services, kindly refer the Microsoft Active Directory Certificate Services Integration Guide with Luna SA.

1. Before Installing the ESSO-PG Server

You must turn on IIS compatibility mode for the previous version of IIS if you are installing the ESSO-PG Server on a Windows 2008 R2 Server machine.

To add the IIS 6 Management Compatibility role service to IIS:

a) Click on Start -> Administrative Tools -> Server Manger.

b) Click on Roles -> Web Server (IIS).

c) Click on Add Role Services.

d) In the Role services window, scroll down and select IIS 6 Management Compatibility.
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2. Installing the Server

To install and configure the ESSO-PG Server:

a) Close all programs.

b) Insert the installation CD in your CD-ROM drive (or start the installation from a shared network drive).

c) In the \Server folder, double-click the Server file. Wait while the installer loads.

d) On the Welcome Panel, click Next.

e) On the Setup Type screen, select Complete or Custom. Complete installs all program files. Custom allows you to choose which program files are installed and where they are installed. Custom installations are only recommended for advanced users. Click Next.

f) ESSO-PG is ready to be installed. Click Install. Wait for the installation to complete. When it is done, click Finish.

NOTE: For all Web Services using .NET and IIS, where .NET is installed before IIS is configured, you must run the command “aspnet_regiis –i” from the command prompt after you have completed all of the other steps. (The aspnet_regiis tool is located in “%WINDIR%\Microsoft.NET\Framework\v2.0.50727.”)
3. **After installing the ESSO-PG Server**

   Now you need to create a new App Pool and move your ESSO-PG Console and ESSO-PG Service into it.

   a) Click on Start -> Administrative Tools -> Internet Information Services (IIS) Manager.
   b) Expand the Server tree in left hand pane click on Application Pools.
   c) Click on Add Application Pool.
   d) Enter the Name as PG AppPool, Select .NET Framework version as 2.0.x and Managed pipeline mode as Classic.
   e) Click on OK button.
   f) Click on Sites -> Default Web Site and right-click ESSO-PG Console.
   g) Select Manage Application >Advanced Settings. In the Advanced Settings window, select Application Pool.
   h) In the Select Application Pool window, select PG AppPool.
i) Click OK.

j) Follow the same steps to move the ESSO-PG Service into the PG AppPool.

4. Configuring a 64-bit OS to Run ESSO-PG Server

a) Open Internet Information Services (IIS) Manager.
b) Click Application Pools.
c) Right-click PG AppPool and select Advanced Settings...
d) Change “Enable 32-bit Applications” settings to True.
e) Click OK.
5. Creating or Identifying a User Account for Anonymous Logon

You must create or identify a dedicated Anonymous User account through which ESSO-PG users and administrators access ESSO-PG Web Services. This Anonymous User account should be a member of the Administrators group. To create a new user account or assign Administrator rights to an existing account, use the Active Directory Users and Computers console (for an Active Directory domain) or the Computer Management console (for non-AD domains).

a) Click on Start -> Administrative Tools -> Active Directory Users and Computers.
b) Right click on Users and select New -> User.
c) Enter the details and click Next.
d) Enter the Password and Confirm password.
e) Click Next and then Finish to create the user.
f) Right click to the user and click Add to group…
g) Type Administrators and click OK. Close the console.
h) Launch the Microsoft IIS Manager.
i) In the left-hand tree, drill down to <Server> -> Sites -> Default Web Site and select the ESSO-PG Console site node.

f) Restart IIS.
j) In the IIS section of the center pane, double-click Authentication.

k) In the Authentication pane, right-click Anonymous Authentication and select Edit.

l) In the dialog box that appears, select Specific User and click Set.

m) In the dialog box that appears, enter the name of the anonymous access user account in the \<DOMAIN\>\<user> form, and the appropriate password, then click OK.

n) Click OK in the Edit Anonymous Access… dialog to dismiss it.

o) Repeat steps i-n for the ESSO-PG Service site.

p) When you have finished, restart Microsoft IIS to apply your changes.

6. Enabling SSL

Note: IIS Manager does not support the creation of certificates protected by CNG Keys and these need to be created using the Microsoft command line utilities.

Create a certificate request

To generate a request for an SSL certificate linked to a RSA key, create a file called request.inf with the following information:

[Version]
Signature= "$Windows NT$"

[NewRequest]
Subject = "C=IN,CN=ESSO.Integration.com,O=SafeNet,OU=TestET,L=GBNagar,S=UP"
HashAlgorithm = SHA1
KeyAlgorithm = RSA
KeyLength = 2048
ProviderName = "Safenet Key Storage Provider"
KeyUsage = 0xf0
MachineKeySet = True
[EnhancedKeyUsageExtension]
OID=1.3.6.1.5.5.7.3.1

1. Specify the subject details of the Domain Controller which is issuing the certificate.
2. Specify the key algorithm and key length as required (e.g. RSA).
3. Specify the Provider name as "Safenet Key Storage Provider"
4. Save the above content in the file request.inf.

To create the certificate request for the Certification Authority, open the command prompt execute the command:

certreq.exe --new request.inf request.req

This creates a certificate request file request.req that can be sent to a Certificate Authority.

**Install the Certificate**

After creating the certificate request, you obtain the certificate by using the CA web interface. Submit the request to the Certificate Authority and obtain the signed certificate from CA.

To make the certificate available for use in IIS, execute the command

certreq.exe --accept somecert.cer

Where somecert.cer is the binary certificate exported from the CA.

Now Open the command prompt and type MMC and click Enter.

Click File -> Add Remove Snap-in…

Click Certificate -> Add -> Computer Account -> Next -> Local Computer -> Finish -> OK.

Click Certificates (Local Computer) -> Personal -> Certificates.

Right click on the certificate and click Properties.

Select General tab, type Friendly name and click OK.
Binding the certificate with IIS Web Server

To bind the certificate with IIS Web Server:

1. Open the IIS Manager from Start > Administrative Tools > Internet Information Services (IIS) Manager.
2. Under Sites on the left hand side of the IIS Manager Window, select the Default Web Site.
3. On the right hand side of the IIS Manager, click the Bindings link.
4. In the Site Bindings window, click Add.
5. Select the protocol as https.
6. Select IP address of machine running IIS from the IP Address dropdown list and port as 443.
7. Select the certificate from the drop-down list.
8. To complete the certificate binding for SSL connection, click OK.
9. Click Close to site Bindings window.

10. Click on the ESSO-PG Console site node.

11. In the console double click on the Application Settings.

12. Right click on the localhost.UP and click Edit and change the prefix of the URL to https i.e.

   https://localhost/v-GO%20PM%20Service/UP.asmx

13. Open the browser and type the https://<server-name>/v-GO PM Console i.e.

   https://localhost/v-GO PM Console

14. If the certificate navigation error occurred then click Continue to this website.
15. Oracle ESSO Provisioning Gateway admin console will display.

![Oracle ESSO Provisioning Gateway admin console](image-url)