Identity & Access Management continues to be a key component in building an enterprise’s cyber security strategy. Here’s a brief review of 2018.

Q1
February 1
Companies should already be far along the road to compliance by now, but should definitely be prioritizing working with partners on encryption, key management and authentication.

Q2
May 19
An identity and access management solution as a service (IDaaS) can help fashion enterprises or governmental institutions ensure that only the right person receives the right information at the right time.

Q3
August 1
5th top rated website in U.S. encourages everyone to move to token-based 2FA authentication solutions.

Q4
November 30
Monitoring and Reporting can help organizations gain insights into unauthorized access attempts.

PCI DSS 3.2
This payment card regulation requires individuals who access systems which hold credit card data to authenticate themselves with Multi-factor authentication.

ROYAL WEDDING
The Royal Family and Givenchy kept Princess Meghan’s dress a as a well kept secret.

GDPR
General Data Protection Regulation (GDPR) now requires companies to be more accountable to their EU-based users on how their data is controlled and used.

REDDIT
An attacker gained access to data through Reddit’s company cloud after compromising some employee accounts.

FACEBOOK
Cyber criminals got ahead of users’ Facebook login credentials. Many users utilize their FB credentials to log into other social media sites.

QUORA/MARRIOTT HOTELS
Quora suffered a massive breach of user data, including up to 100 million users’ credentials. On the same day, Marriott Hotel suffered a serious data breach allegedly undetected for 4 years!
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https://safenet.gemalto.com/access-management