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Sensitive data is everywhere. So are we.

Gemalto’s SafeNet Encryption and Crypto Management Solutions
Protecting sensitive data across physical, virtual, and public cloud environments
Sensitive data is everywhere. So are we.

In a complex and evolving climate of advanced threats, virtualization, regulatory mandates, and mobility, organizations are taking a data-centric approach to protect and control their sensitive information. Gemalto offers the only complete portfolio that provides protection of sensitive data, transactions, and identities from the core to the edge, at all critical points in its lifecycle. From the physical and virtual datacenter to the cloud, Gemalto helps organizations remain protected, compliant, and in control - no matter where their business takes them.

Enabling Protection

Gemalto helps organizations move past silo constrained encryption and crypto management to centrally and uniformly deploy a data protection solution across the enterprise that scales as needs grow, while effectively controlling security policies. Gemalto’s suite of SafeNet solutions deliver unmatched coverage—securing personally identifiable information (PII), intellectual property (IP) and other sensitive data in databases, applications, files and folders, and network attached storage in on-premises, virtual, and public cloud environments, and as it moves across the network to and from these different environments. Gemalto also provides the critical key management needed to effectively and efficiently enable protection across the enterprise wherever data resides. With Gemalto, organizations can apply data protection where they need it, when they need it, and how they need it – consistently and effectively.

Gemalto’s SafeNet Crypto Foundation

At the core of this data protection platform is SafeNet’s Crypto Management portfolio – a best-in-class crypto foundation that supports the greatest number of organizational use cases both on-premises and in the cloud. Supporting the widest set of technologies and deployment scenarios, this portfolio of key management and key storage solutions provides a centralized cryptographic platform that streamlines encryption deployment, and centralizes policy and key management across the enterprise. Once sensitive information is encrypted, the protected data can pass through your systems transparently, and be persistently be available across the enterprise. With Gemalto, availability organizations need for vital cryptographic processing to ensure your data is secure throughout its lifecycle.

The Root of Trust For Sensitive Data

As internal and external risks grow, the primary mechanism to protect data remains encryption. Over and above the requirement to consolidate the organization’s crypto foundation and reduce the number of encryption silos, ascertaining that the encryption keys are secure is a fundamental requirement for ensuring that encryption is effective. Ultimately, the success of the organization’s efforts to maintain ownership of its data depends on the efficacy of its key ownership efforts and is essential to maintaining control of sensitive data even in shared environments. Interoperability and centralized management enable the crypto foundation to be successfully deployed across the board, while standards-based platforms and adherence to industry regulations help to conform to organizational security requirements, and meet compliance and governance obligations.

GEMALTO PRODUCTS:
The Building Blocks for the Crypto Foundation

Regardless of the nature of the business, all organizations have sensitive data that must be protected from exposure. The Gemalto crypto foundation enables the protection of sensitive data. The crypto foundation is comprised of a variety of elements, from the extensive encryption engines supported to the type of data they support. With Gemalto’s portfolio of SafeNet encryption solutions, you can secure structured and unstructured data at all levels of the enterprise data stack, including the application, database (column or file), file-system, full disk (virtual machine), and network attached storage levels across your on-premises, virtual, and public cloud environments, as well as hybrid implementations. Gemalto also enables you to secure that data as it moves across the network and between different environments. Gemalto enables you to protect and control sensitive data as it expands in volume, type, and location, while improving compliance and governance visibility and efficiencies through centralized management and policy enforcement. Gemalto’s solutions protect growing volumes of data with transparent, fast, granular, network-based encryption, and provide strong access control mechanisms and integrated, centralized key management for separation of duties, privileged administrator risk mitigation, policy enforcement, and data access auditing.
Enterprise cryptosystems are a critical component for an effective cryptographic foundation, allowing organizations to effectively manage their sensitive information wherever it resides. SafeNet's enterprise crypto key management solution, SafeNet KeySecure, offers extensive functionality to ensure that you remain in control of your data at all times. A high-availability, scalable software appliance, SafeNet KeySecure enables centralized management of all supported encryption applications across the organization. The SafeNet KeySecure platform enables offloading of all cryptographic activities to specific encryption applications or centralized cryptographic functionalities. Reducing the complexity of security administration, SafeNet KeySecure offers enterprise-grade features such as policy management.

Capabilities such as defining policies which enable granular role-based access controls and a centralized interface for logging, auditing, and reporting are essential to ensuring compliance. For example, SafeNet KeySecure proactively alerts administrators in case of decrypt override of any of its connectors, and enable granular authorization controls based on user key permissions. Existing access controls can be automatically retrieved from existing LDAP/Active Directory services and further defined within the administration console to provide an additional layer of access management. SafeNet KeySecure supports a broad range of deployment scenarios including applications and databases in the on-premise and virtual datacenter and in private, hybrid, and public clouds.

As the use of encryption grows, key management is rapidly becoming a critical requirement for the enterprise—helping organizations establish centralized control over data and keys, reduce cost, complexity, and sprawl.

Built on the OASIS KMIP 1.0 (Key Management Interoperability Protocol) standard, SafeNet delivers high assurance solutions for key management that help customers protect and control their data, address and respond to regulatory requirements, and get the most value out of their investments.

In addition to supporting OASIS’s own line of SafeNet encryption solutions, SafeNet KeySecure also supports data in SANs such as Brocade SAN Encryption switches for Native Encryption or completed native array encryption with Hitachi Data Systems (HDS) storage systems, as well as NetApp NSIE (Full Disk Encryption), archived data in Oracle Database, Quantum Tape Libraries, and SafeNet HSMs, and any other encryption solutions leveraging KMIP. SafeNet KeySecure helps organizations to leverage their crypto foundation to improve operational efficiency and enhance their overall security posture through its hardware-based appliance which includes an embedded FIPS 140-2 Level 3 SafeNet LUNA® PCI-e Cryptographic Module.

At the root of trust of the crypto foundation are the cryptographic keys. The security of these keys is imperative and requires a high assurance solution capable of protecting against ever-evolving data threats. SafeNet Hardware Security Modules (HSM) provide a high-performance, high assurance trust anchor for encryption keys, and an easy-to-integrate application and transaction server solution—a FIPS 140-2 Level 3 validated, CCO F4A4 certified highly secure platform for the protection of keys throughout the key lifecycle. As a hardware-based solution, HSMs are able to generate extremely secure key material, ensure complete control over key copies, and provide a high level of auditability.

The high security design of SafeNet (HSM) ensures the integrity and protection of crypto keys throughout the key lifecycle. SafeNet HSMs are available in a variety of models and configurations with a wide range of security, performance, and operational capabilities for accelerated encryption, and secure key generation, storage, and retrieval. With the keys in hardware-based storage, applications communicate with keys stored in the HSM via a client—but keys never leave the HSM. In addition, SafeNet KeySecure can provide visibility into the management of keys within the HSMs too.
The Benefits of a Crypto Foundation

Without a trusted crypto foundation, it is very difficult to manage encryption and maintain security policies. The challenges are compounded when dealing with sensitive data in both physical and virtual datacenters and the cloud. Once a comprehensive crypto foundation supported by products to address the various environments and/or types of data has been implemented an organization can realize a host of advantages and as the organization grows, their data encryption and control solutions can scale with it.

- **Centralized crypto management.** Enterprise-wide encryption policies, cryptographic keys, auditing, logging, and reporting can all be centralized. SafeNet’s crypto foundation enables security administrators to define a standard set of criteria, and to mandate a standard set of tools for use wherever encryption is required such as PCI DSS compliance.

- **Standards-based libraries and APIs.** Gemalto’s encryption and crypto management solutions offer a wide range of standard APIs and development libraries to enable easy integration into the organization’s existing infrastructure. Using Gemalto’s crypto API, security teams can develop an encryption framework, that can be published as a standard that business units and developers can use to secure their data. Gemalto supports the OASIS Key Management Interoperability Protocol, a comprehensive protocol for the communication between enterprise key management systems and encryption systems. Through KMIP standards-based platforms, organizations can simplify key management, ensure regulatory compliance, and reduce operational costs significantly.

- **High availability and redundancy.** Given the central, critical nature of the enterprise crypto-management solution, Gemalto solutions enable long-term scalability with support for clustering, load balancing, and replication across multiple disaster recovery sites, enabling organizations to ensure critical encryption services always deliver the scalability and availability required.

**Conclusion**

Gemalto’s portfolio of SafeNet encryption and crypto management solutions provide the crypto foundation for delivering encryption across an entire enterprise—centrally and cohesively implementing and managing encryption and key management, from the datacenter to the cloud. Supporting the widest set of technologies and deployment scenarios, Gemalto enables the creation of a centralized cryptographic platform to address the various environments and/or types of data that the organization needs to secure. The Gemalto Crypto Foundation streamlines enterprise wide encryption and key management with unified control, enabling organizations to realize significant benefits in overall security, administrative efficiency, and business agility.

The Gemalto crypto foundation enables organizations to realize a host of business benefits:

> **Strengthen security.** With Gemalto, security policies can be both centrally managed and broadly deployed. As a result, administrators can more practically and effectively ensure security policies are being enforced. Sensitive cryptographic keys and administrative controls, rather than being broadly distributed, are in tightly secured, centralized, purpose-built security mechanisms.

> **Strengthen compliance and reduce audit costs.** With a unified, cohesive view of cryptographic activity across an enterprise, organizations can readily track and ensure compliance with all relevant security and privacy mandates. Auditors and internal administrators can leverage a single interface and repository to verify compliance status—which dramatically reduces audit durations and costs.

> **Reduce security and IT costs.** Organizations can leverage proven, repeatable, and documented processes for managing policies and cryptographic keys to minimize upfront costs and ongoing administration efforts.

> **Increased IT and business agility.** By leveraging a cohesive, centrally managed platform, IT and security teams can become much more nimble in adapting to changing requirements and challenges. New encryption services can be rolled out quickly and effectively, and data is free to move throughout the enterprise to support business objectives—without making compromises in security.
About Gemalto’s SafeNet Identity and Data Protection Solutions

Gemalto’s portfolio of Identity and Data Protection solutions offers one of the most complete portfolios of enterprise security solutions in the world, enabling its customers to enjoy industry-leading protection of data, digital identities, payments and transactions—from the edge to the core. Gemalto’s SafeNet Identity and Data Protection solutions enable enterprises across many verticals, including major financial institutions and governments, to take a data-centric approach to security by utilizing innovative encryption methods, best-in-class crypto management techniques, and strong authentication and identity management solutions to protect what matters, where it matters. Through these solutions, Gemalto helps organizations achieve compliance with stringent data privacy regulations and ensure that sensitive corporate assets, customer information, and digital transactions are safe from exposure and manipulation in order to protect customer trust in an increasingly digital world.

Contact Us: For all office locations and contact information, please visit www.safenet-inc.com
Follow Us: data-protection.safenet-inc.com